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**Mise à disposition d’un outil de veille technologique et stratégique**

**CADRE DE REPONSE RELATIF AU TRAITEMENT DE DONNÉES A CARACTERE PERSONNEL DANS LE CADRE DU MARCHÉ**

**RESPONSE FRAMEWORK RELATING TO THE PROCESSING OF PERSONAL DATA IN THE CONTEXT OF THE MARKET**

Articles 44 à 50 du règlement (UE) 2016/679 du Parlement européen et du Conseil du 27 avril 2016 (ci-après, « le règlement européen sur la protection des Données » ou « RGPD »)

Articles 44 to 50 of Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 (hereinafter, ‘the European Data Protection Regulation’ or ‘GDPR’)

|  |  |
| --- | --- |
| Le présent document a pour objet :   * D’identifier tout éventuel transfert de données à caractère personnel en dehors de l’Union européenne que le candidat pourrait effectuer dans le cadre du marché public ; * Le cas échéant, de s’assurer que les mesures de protection suffisantes et appropriées seront mises en œuvre pour encadrer ce transfert.   Par transfert de données en dehors de l’Union européenne, on entend tout transfert de données effectué :   * Par tout moyen de communication, copie ou déplacement de données ; * Quel que soit le type de support ; * Depuis le territoire européen vers un pays situé en dehors de l’UE ou de l’espace économique européen (pays tiers).   *A titre d’exemple, l’accès à distance depuis un pays tiers par un Etat, une entreprise ou organisation internationale à une base de données hébergée au sein de l’Union européenne.*  Le candidat est invité à répondre de manière claire et précise aux questions ci-dessous.   1. **Dans le cadre du marché, le candidat envisage-t-il des transferts de données en dehors de l’Union européenne ?**   ☐ Oui  ☐ Non  Si oui :   * Quel est le pays concerné ? --------------------------------------- * Quel est l’objet de ce transfert ? ----------------------------------  1. **Le candidat fait-il partie d’un groupe de société dont la maison mère est située en dehors de l’Union européenne ?**   ☐ Oui  ☐ Non  Si oui, quel est le pays concerné ? ---------------------------------------   1. **Dans le cadre de la prestation, le candidat prévoit-il de faire appel à un prestataire (prestataire de solution SaaS, hébergeur, prestataire de maintenance, etc.) :**    * **situé en dehors de l’Union européenne ?**   ☐ Oui  ☐ Non  Si oui, quel est le pays concerné ? ---------------------------------------   * + **situé au sein de l’Union européenne et dont la maison mère est située en dehors de l’Union européenne ?**   ☐ Oui  ☐ Non  Si oui, quel est le pays concerné ? ---------------------------------------   1. **Quelles sont les modalités juridiques permettant d’encadrer le transfert conformément à la réglementation ?**   ☐ Décision d’adéquation[[1]](#footnote-1) de la commission européenne  ☐ Contrat **de responsable de traitement à responsable de traitement** (clauses contractuelles types de la Commission européenne)  ☐ Contrat **de responsable de traitement à sous-traitant** (clauses contractuelles types de la Commission européenne)  ☐ BCR (*Binding corporate rules* ou règles d’entreprise contraignantes) **responsable de traitement du groupe**  ☐ BCR (*Binding corporate rules* ou règles d’entreprise contraignantes) **sous-traitant du groupe**  ☐ Autres, le cas échéant indiquer la modalité juridique choisie | The purpose of this document is:  • To identify any possible transfer of personal data outside the European Union that the candidate may carry out in the context of the public contract;  • Where applicable, to ensure that sufficient and appropriate protective measures are implemented to regulate this transfer.  Transfer of data outside the European Union means any transfer of data carried out:  • By any means of communication, copying or moving data;  • Regardless of the type of medium;  • From European territory to a country outside the EU or the European Economic Area (third country).  *For example, remote access from a third country by a State, company or international organisation to a database hosted within the European Union.*  The candidate is invited to answer the questions below clearly and precisely.  **1. Within the scope of the contract, does the candidate envisage any data transfers outside the European Union?**  ☐ Yes  ☐ No  If yes:  • Which country is involved? ------------------------ ---------------  • What is the purpose of this transfer? ----------------------------------  **2. Is the candidate part of a group of companies whose parent company is located outside the European Union?**  ☐ Yes  ☐ No  If yes, which country is involved? ---------------------------------------  **3. As part of the service provision, does the candidate plan to use a service provider (SaaS solution provider, host, maintenance provider, etc.):**   * + **located outside the European Union?**   ☐ Yes  ☐ No  If yes, which country is involved? ---------------------------------------   * + **located within the European Union and whose parent company is located outside the European Union?**   ☐ Yes  ☐ No  If yes, which country is involved? ---------------------------------------   1. **What are the legal arrangements for transferring data in accordance with the regulations?**   ☐ Adequacy decision[[2]](#footnote-2) by the European Commission  ☐ Contract between **data controller and data controller** (standard contractual clauses of the European Commission)  ☐ Contract between **data controller and data processor** (standard contractual clauses of the European Commission)  ☐ BCR (Binding Corporate Rules) **for the group's data controller**  ☐ BCR (Binding Corporate Rules) **for the group's sub-contractor**  ☐ Other, if applicable, indicate the legal arrangement chosen |

1. Décision adoptée par la Commission européenne sur la base de [l’article 45 du RGPD](https://www.cnil.fr/fr/reglement-europeen-protection-donnees/chapitre5#Article45), qui établit qu’un pays tiers (c’est-à-dire un pays non lié par le RGPD) ou une organisation internationale assure un niveau de protection adéquat des données personnelles. [↑](#footnote-ref-1)
2. Decision adopted by the European Commission on the basis of Article 45 of the GDPR, which establishes that a third country (i.e. a country not bound by the GDPR) or an international organisation ensures an adequate level of protection of personal data. [↑](#footnote-ref-2)